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Abstract of the contribution:

This contribution solves an editor's note in section 6.5.1.2 and Key Issue 1b as defined in section 5.1.1.3, by allowing PSAP callbacks to UEs that have no MSISDN (e.g. UEs that contain USIM for data-only subscription) and UEs whose MSISDN is unknown to the VPLMN due to lack of IMS-level NNI between the VPLMN and the HPLMN.
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*** SECOND CHANGE ***
6.5.1.2
Solution description

The call flow for the case where IMS registration failure is avoided is described in Figure 6.5.1.2-1.
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Figure 6.5.1.2-1: UE authentication without IMS registration failure

1-5. Same as steps 1-5 in Figure 6.4.1.2-1.

6. UE initiates IMS emergency registration 

7.
Upon reception of the SIP REGISTER message the P-CSCF contacts the PCRF for establishment of an Rx session. The PCRF is able to perform session binding based on the UE’s IP address/prefix (see TS 23.203[11] clause 6.1.1.2) and retrieve the information that it has received upon IP-CAN session establishment in step 4. As part of the Rx session establishment the User ID / CallBack# parameter is returned to the P-CSCF.

NOTE 1: Alternatively, the PCRF sends an explicit indication in the AA-Answer message over Rx that the PDN connection for emergency services was requested by an inbound roamer from a HPLMN towards which there is no SIP-level NNI.


8.
By analysing the CallBack# parameter the P-CSCF realizes that the request comes from an incoming roamer belonging to a HPLMN with which the VPLMN has no SIP-based NNI, which means that the IMS registration request is doomed to fail. For such cases the P-CSCF is configured to respond with a 420 response with sec-agree value listed in the unsupported header field.

9.
UE then, according to TS 24.229, performs a new initial registration without inclusion of the Authorization header field.

10.
P-CSCF accepts the registration with 200 OK and provides the user identity to the UE in P-associated-URI header. From the UE point of view, the procedure is the same as specified for GIBA (GPRS-IMS bundled authentication) procedures in TS 24.229[10]. 

NOTE 2: P-CSCF may only respond with 420 to UE if it has received the User ID from PCRF in step 7. This allows the VPLMN to handle the anonymous emergency call using the existing procedure.

11.
UE then attempts an IMS emergency session by sending a SIP invite message including its public identity (SIP URI).

12.
P-CSCF forwards the SIP INVITE towards the PSAP including a callback parameter (CallBackPar) derived from the User ID / Callback# parameter.

*** THIRD CHANGE ***
6.X
Solution #X: IMS emergency session without IMS registration and with VPLMN assigned PSAP callback number
6.X.1
Description

6.X.1.1
General

This solution addresses key issue 1 (“How to make UE-detected IMS emergency session successful”), specifically key issue 1b ("How to support PSAP callback").
In this solution the network utilises an IMS Emergency Session Establishment without Registration, as defined in subclause 7.4 of 3GPP TS 23.176 [9], with the exception that instead of deriving a non-dialable callback number the E‑CSCF in the serving IMS derives a dialable callback number (an E.164 number in the form of a PSI) to include as the UE's identity in the session establishment request sent to the PSAP and location retrievals.

NOTE 1:
The PSAP callback functionality is not changed. Only the deriving of the PSAP callback number is different.

The UE attempts an IMS emergency session as “anonymous user”, typically as a follow-up to an IMS registration failure, and during the initiation of the IMS emergency session the IMS in the VPLMN allocates an E.164 number to use as a diallable callback number.
NOTE 2:
Since this solution is based on the existing procedures in subclauses 7.1.1 and 7.4 of 3GPP TS 23.167 [9], SA3 need not review the security aspects of this solution.
6.X.1.2
Solution description

In this solution a SIP AS is utilised in the serving network's IMS, which is involved in emergency session handling and performs the following:

-
allocates a PSAP callback PSI if invoked by an E-CSCF; and

-
acts as a PSI user, as defined in clause 5.4.12.2 of TS 23.228 [8], to enable routing to the UE associated with the allocated PSAP callback PSI if  invoked by an S-CSCF/I-CSCF.

A PSAP callback PSI is defined as follows:

-
is a distinct PSI (see clause 5.4.12.2 of TS 23.228 [8]) formatted as a Tel URI (see clause 13.5 of TS 23.003 [x1]) that contains an E.164 number allocated from a number range belonging to the serving network (e.g. the same number range as MSRNs may be used);

-
is allocated to the UE that originated the emergency call/session request (e.g. bound to the emergency registered Public User Identifier (i.e. SIP URI with an equipment identifier included) in the P-Preferred-Identity header field in the received INVITE request from the UE); and

-
is able to be used to route PSAP callbacks (received via CS and PS) and for location information retrieval (e.g. via LRF interrogations) for a period of time defined by local regulations (in accordance with TS 22.101 [x2]).

The call flow is as described in Figure 6.X.1.2-1.
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Figure 6.X.1.2-1: UE authentication without IMS registration failure

1-5. Same as steps 1-5 in Figure 7.1 of subclause 7.1.1 of 3GPP TS 23.167 [9].

NOTE:
Since the UE does not have sufficient credentials to authenticate with the IMS network, the UE does not initiate an IMS emergency registration request, as per step 6 of Figure 7.1 of subclause 7.1.1 of 3GPP TS 23.167 [9].
6.
The UE initiates the IMS emergency session establishment using the IMS session establishment procedures containing an emergency session indication and an emergency registered Public User Identifier. In order to enable PSAP call back to the UE, the serving IMS allocates a new PSAP callback PSI (as defined above) and uses this as the source address of the emergency session sent to the Emergency Center or PSAP.

Any subsequent PSAP callbacks initiated by the Emergency Center or PSAP are then routed to the UE using the PSAP callback PSI (for IMS PSAPs) or the E.164 number contained within the PSAP callback PSI (for CS PSAPs).
6.X.2
Impacts on existing nodes and functionality
Only the serving IMS is impacted, and of that only the E-CSCF (in order to handle outgoing IMS emergency sessions). Either a new or existing SIP AS is utilised (in order to handle incoming PSAP callbacks i.e. those destined to the PSAP callback PSI) but is not impacted i.e. no new functionality is needed beyond existing PSI functionality. PCC and other PS nodes are also not impacted.
6.X.3
Solution Evaluation

Editor's Note:
Use this section for evaluation at solution level. Evaluation at key issue level is done in a separate clause.
Compared to Solutions 4 and 5, this solution can work when the subscriber has no MSISDN (e.g. data-only subscriber), there are less nodes impacted, no enhancements to PCC are required, and there are no impacts to the HPLMN. Existing PSI functionality in IMS is also reused in this solution, reducing the need for new standardisation efforts even further.
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